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Dear CA Customer:

The purpose of this Advisory is to inform you of a potential problem that has been recently identified with CA Privileged Access Manager. Please read the information provided below and follow the instructions to avoid being impacted by this problem.   

PRODUCT(S) AFFECTED: CA Privileged Access Manager		RELEASE: 2.8.4

PROBLEM DESCRIPTION: 
A security vulnerability has been identified in CA Privileged Access Manager version 2.8.4 and a hotfix is now available.  
Note: Customers who are using v2.8.4.1 are not affected.
PROBLEM RESOLUTION:
Customers are encouraged to either upgrade to the latest v2.8.4.1 service pack release or apply a binary patch on top of the v2.8.4 installation.  The binary patch name is:
CAPAM_2.8.4.03.p.zip
The service pack, binary patch and necessary deployment instructions can be downloaded from CA Support Online https://support.ca.com/. If you have any questions or require assistance contact CA Customer Care online at http://www.ca.com/us/customer-care.aspx where you can submit an online request using the Customer Care web form: https://communities.ca.com/web/guest/customercare. You can also call CA Customer Care at +1-800-225-5224 in North America or see http://www.ca.com/phone for the local number in your country. 

If you have any questions about this Advisory, please contact CA Support.
 
Thank you,
CA Support Team
image1.png
Ca

Proactive Notification: Advisory e e




