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The purpose of this document is to help CA Release Automation Continuous Delivery Edition end users install and configure the Jira Plugin.  Jira is an issue tracking product that provides bug tracking, issue tracking and project management functions.
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Login to your Jira System and Click the Lock Icon.
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Click on Details
















Click View Certificates












Click the Certification Path tab
Select “Copy to File”
Click Ok.
























Select Next
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	Select the certificate type to use.  Click Next

Certificate import and export operations support four file formats. Choose the format that meets your specific requirements.
1. Personal Information Exchange (PKCS #12)

The Personal Information Exchange format (PFX, also called PKCS #12) supports secure storage of certificates, private keys, and all certificates in a certification path.

The PKCS #12 format is the only file format that can be used to export a certificate and its private key.
1. Cryptographic Message Syntax Standard (PKCS #7)

The PKCS #7 format supports storage of certificates and all certificates in the certification path. 
1. DER-encoded binary X.509

The Distinguished Encoding Rules (DER) format supports storage of a single certificate. This format does not support storage of the private key or certification path.
1. Base64-encoded X.509

The Base64 format supports storage of a single certificate. This format does not support storage of the private key or certification path.
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	Enter the name for the certificate.  Click Next.
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Note the file name and path.
For Chrome the default file path is 
C\Program Files (x86)\Google\Chrome\Application\<version>\

Select Finish.

Copy the certificate to the Continuous Delivery Edition server
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Open a command prompt and navigate to the Java bin directory the CDE server is using.  

For example, 
C:\program files\java\jdk1.8.0_60\bin

Note the JDK is not required to run CDE.  



Run the keytool command to import the certificate.  The certificate should be imported to jre/lib/security/cacerts.



C:\Program Files\Java\jdk1.8.0_60\bin>keytool -importcert -alias jiracert -keystore C:\Program Files (x86)\Java\jdk1.8.0_60\jre\lib\security\cacerts -file C:\ji
racert.cer


“changeit” is the default keystore password, if you have not already changed it.
Say yes or y to trust the certificate;

Restart Tomcat






[bookmark: _Toc474168637]Download the CDE Jira Plugin

	
[image: ]
	
Login to support.ca.com

Navigate to the Release Automation Continuous Delivery Edition download page.  

Download the Jira plug-in.

The plugin is a war file.
Copy it to the Tomcat Webapps directory.  
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Login to Continuous Delivery Edition 
Go to Administration|Plugins.

The Jira plugin should have automatically registered.

If you don’t see it, select Register Plug-in
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Provide the manifest URL for the Plug-in.

http://<CDEServer>:8080/cdd-jira-plugin/manifest.json

Click Save
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The Plug-in provides the functionality listed on the left.
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Login to Continuous Delivery Edition and go to Administration | Endpoints.
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Add the details of the Jira system into the dialog box.

Add Name
Add Description

Add Authorized Users – These are CDE users who will be able to create tasks that access the Jira system.


Add the Jira system URL
A User Name and Password for system access.

If there is a proxy set the proxy information.

Set HTTPS Enable to true.

Set the timeout, if desired.  (Not shown in screenshot)

Test the connection.

Click Add.

The Jira endpoint is now configured.
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