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Jul 12, 2016

To:	CA Advanced Authentication Customers
	CA Risk Authentication (RiskMinder™) Customers 
	CA Strong Authentication (AuthMinder™) Customers
From:	The CA Technologies Advanced Authentication Product Team
Subject:	General Availability for CA Risk Authentication 8.1.3
	General Availability for CA Strong Authentication 8.1.3

On behalf of CA Technologies, we appreciate your business and the opportunity to provide you with high-quality, innovative software and services.  As part of our ongoing commitment to customer success, we regularly announce updated releases and maintenance for our products.

Today, we are pleased to announce that both CA Risk Authentication 8.1.3 and CA Strong Authentication 8.1.3 are now available. You can apply this patch update on your 8.x servers. 
Upgrade Tool for WebFort versions 6.2.x and AuthMinder 7.1.x, RiskFort versions 2.2.6 and above, and RiskMinder 3.1.x
This release allows you to upgrade from your WebFort 6.2.x and/or RiskFort versions 2.2.6 and above servers to the latest Advanced Authentication Server version 8.1.3. You can also upgrade your AuthMinder 7.1.x and RiskMinder 3.1.x servers to 8.1.3. 
We understand that upgrading your servers could be a time consuming, error prone and complex operation.  Therefore, in this release, we have created an upgrade tool that will remove the “heavy lift” to upgrade your servers and database. This tool and procedure not only reduces complexity but also brings down the upgrade execution time from few weeks to a couple of days. The tool’s logging and reporting documents the steps performed, letting you know what went wrong if there are errors, and resumes from the point of failure after you correct the error.  The upgrade package also has a delta tool that can be used to upgrade your deployment in near-zero downtime. In addition, should you encounter any issues, you can also use the rollback capability. All your applications, API calls and other interfaces are expected to work with the new 8.1.3 servers without any changes.

Native Desktop OTP Client for Windows® and Mac
Browser vendors are removing support for applets and plugins due to security concerns and the potential for misuse of this feature. Because of this shift in the browser landscape CA released our OTP SDK for Desktop in our last release of Advanced Authentication. However, that meant our customers would need to develop their own client using this SDK. 

With this release we are providing a white labelled client that in addition to generating One-Time Passwords, that are compliant to industry-standard passcode generation methods such as HOTP and TOTP, also offers the added features like device locking, zero pin length and ability to email logs for support issues and debugging. This client is localized in seven different languages  (Japanese, French, Italian, German, Spanish, Korean and Brazilian Portuguese). For the platforms supported by this new client please refer to the Platform Support Matrix.

In addition to this we have added support for Oracle® WebLogic™ 12.1 and rolled up bug fixes from previous releases. The defects resolved in this release are detailed in the release notes.  You can download the 8.1.3 release of CA Advanced Authentication as well as the release notes from CA Support Online, https://support.ca.com, from the product “Solutions & Patches” page.

If you have any questions or require assistance please contact the CA Customer Care online at http://www.ca.com/us/customer-care.aspx where you can submit an online request using the Customer Care web form: https://communities.ca.com/web/guest/customercare.  You can also call CA Customer Care at +1-800-225-5224 in North America or see http://www.ca.com/phone for the local number in your country. 

Should you need any assistance, our CA Services experts can help.  For more information on CA Services and how you can leverage our experience, please visit www.ca.com/services.

Your success is very important to us, and we look forward to continuing our successful partnership with you.
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