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Value Proposition

Fault Management

Performance Management
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Inventory Sync Overview

Bidirectional Sync and 
Correlation of 

Inventory

• Selective inventory sync from CA Spectrum to CA UIM through global 
collection

• VMWare and virtual servers sync from CA UIM to CA Spectrum

• QoS metrics sync from CA UIM to CA Spectrum
• Manage unreported inventory during the course of multiple syncs

Root Cause Analysis and 
Fault Isolation

• CA Spectrum RCA leveraged for CA Spectrum and CA UIM alarms

• Out-of-the-box condition correlation rules for physical and virtual 
inventory

• Ability to create custom correlation domains 

Single Topology View
• View and monitor network devices, physical servers and virtual servers 

within single pane of glass

Configurable Sync 
Intervals 

• Full sync

• Incremental sync

• On demand sync
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Inventory Sync

Infrastructure Network

Discover                                               Model                                 Root Cause Analysis
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Inventory Sync

Infrastructure

Network

Complete Topology View
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Alarm Sync Overview
Fault and performance alarms in single view

Flexibility to Select the 
Direction of Sync

• Bidirectional sync from CA UIM to CA Spectrum (default option)

• Sync from CA Spectrum to CA UIM
• Sync from CA UIM to CA Spectrum

Alarm Management 

• For alarms originating at CA UIM or CA Spectrum through either 
of the solutions:

o Assign troubleshooter
o Clear/acknowledge alarms
o Ticket ID sync

• Root cause alarms and symptomatic alarms sync to CA UIM

Configurable Sync 
Intervals 

• Full sync

• Incremental sync
• On demand sync
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Alarm Sync

Real-time alarm updates sync

Alarm management

Performance Alarms

Fault Alarms
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View Fault and Performance Alarms 
Network and Infrastructure alarms are synced
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Symptomatic Alarms Synced to Infrastructure
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Architecture
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What’s New

Increased 
Flexibility

• Control over inventory 
sync

• No longer re-enter 
SMNP credentials

Streamline 
Monitoring 

• Create rules for CA 
UIM events

• Sync CA UIM custom 
attributes

Single Pane of 
Glass

• Monitor AWS and 
Azure clouds

Secure 
Communication

• SSL support for 
communication
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Deployment View

Unified Management Portal

OneClick client

Customer / 

End User
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Scenario #1: 
Root Cause Analysis for Network and Infrastructure Monitoring

Usability for NOC Engineers

Key Responsibilities: 
- Infrastructure availability 
- Speed issue resolution

Problem Statement: 
- Application hosted on a VM is not accessible
- Router Interface is down due to which 

downstream VMs are not reachable
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What Will You Accomplish

▪ View inventory sync to CA Spectrum

– Select the CA UIM inventory to sync

– Topology view for CA UIM inventory

▪ View CA UIM alarms in CA Spectrum 
– View root cause and symptomatic alarms based on RCA 

and FI performed in CA UIM and CA Spectrum alarms

▪ Manage alarms 

– Assign troubleshooter

– Clear alarm

– Create/update trouble ticket ID
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Hands-On Lab
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Topology View
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Root Cause and Symptomatic Alarms
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Selective Sync of CA UIM Inventory

CA UIM custom groups used 

for selective sync of inventory 

from CA UIM to CA Spectrum
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CA UIM Custom Alarm Attributes Sync

CA UIM custom attributes 

sync over to CA Spectrum 
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Scenario #2: 
Root Cause Analysis on CA UIM Events

Usability for NOC Engineers

Key Responsibilities: 
- Infrastructure availability 
- Speed issue resolution

Problem Statement: 
- Application hosted on a VM is not accessible
- SQL server on the VM related to the 

application is not available
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What Will You Accomplish

▪ View inventory sync to CA Spectrum

– Select the CA UIM inventory to sync

– Topology view for CA UIM inventory

▪ View CA UIM alarms in CA Spectrum 
– View root cause and symptomatic alarms based on RCA 

and FI performed in CA UIM and CA Spectrum alarms

▪ Manage alarms 

– Assign troubleshooter

– Clear alarm

– Create/update trouble ticket ID
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Hands-On Lab
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Root Cause and Symptomatic Alarms
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Additional Events Mapping

▪ Unique event codes for additional event configuration

▪ Metrics from the following probes now have unique event codes 

– sqlserver (SQL Server Monitoring) probe – 76  metrics

– cdm (CPU, Disk, Memory Performance Monitoring) probe – 39 metrics

– net_connect – 6 metrics

– processes (Process Monitoring) probe – 16 metrics

– logmon – 4 metrics

– rsp (Remote Systems) probe – 16 metrics
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What Questions Do You Have?
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THANK YOU!


