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The Infrastructure Management Business Unit is pleased to announce the General Availability (GA) of CA Application Delivery Analysis r10.1 and Multi-Port Monitor r10.1.  This is our 1st release this year and our first from our new Ft. Collins ADA-MTP development team. R&D has been able to deliver 100% of planned functionality presented to customers in our engineering backed roadmaps. 
Please review this document for details of the new features, migration path, and installation steps.  If you have any questions regarding migration path or installation, please contact your local CA Support team.
New Features ADA r10.1
New Collector – CA6300
The current release of CA Application Delivery Analysis now supports the new CA6300 appliance as a collector.  The new CA6300 appliance increases performance and scale for ADA. 
Out of the Box Settings
CA Application Delivery Analysis r10.1 now supports improved out of the box settings to reduce time to value.  The new settings include:
· New Default Networks for Catch_All, 10.x.x.x, 172.16.x.x, and 192.168.x.x
· New Default Network Types for Wireless and VPN networks to help reduce false positives.
· New default Server Subnet Catch_All to reduce the need to input server IPs to view application performance data out of the box.
Updated Install Process
CA Application Delivery Analysis r10.1 now supports a new out of the box install process to improve time to value. The new process is as follows:
· Install Collector (Single Port Collector, MTP, or Gigastor)
· Confirm Collector is receiving SPAN/TAP data.
· Install ADA Console Software
· Add Collector to ADA Console and Synchronize (no other configuration required).
· Wait 10 minutes and validate data in the ADA console.
New Features MTP r10.1
New Appliance Platform – CA6300
CA Multi-Port Monitor r10.1 now supports a new appliance, the CA 6300.  Hardware changes compared to the CA 6000 are:
· New Motherboard - Supermicro X9DRD-EF vs. X8DTH-I. (X8DTH-I is EOL).
· New dual six core Intel 2.6GHz processor vs. dual quad core 2.53GHz processor.
· Bios Flash ROM Increase: 128MB vs. 32MB
· Memory increase: 128GB vs. 48GB
· Drive Controller and Drive Changes:
· Single Adaptec 7805Q Controller vs. 2 Controllers (5405-OS/51245-Data)
· 2x240GB SSD for OS (RAID 1)
· 16x2TB SAS for Vertica DB/Raw Packet Storage (RAID 6) – 24TB for Raw Packet Storage vs. 12TB
· Out of Band Management by Default (IPMI)
· For 10GB Customers – New Napatch NT20E2 vs NT20E (EOL 12/14)

Summary of CA 6300 Key Benefits for Customers:
· Increased raw packet storage capacity (24TB vs. 12TB) 
· Closes gap for customers that may have looked at Gigastor in the past, but is NOT a direct replacement of Gigastor.
· Improved Scalability over CA6000 for ADA
· Overall ~2x performance gain over the existing platform. 
· Improvements in Reporting Time, Capture Daemon processing, Active Sessions, Vertica Processing Time, etc.
· Throughput gain for 10GB to 8.8Gb/s vs. 5Gb/s in the existing platform.
· Improved Management Capabilities
· Dedicated IPMI port - Allows remote KVM access over the network.
· Alerting of environmental alarms through IPMI to improve proactive monitoring.
CentOS 5.11
CA Multi-Port Monitor r10.1 now supports CentOS 5.11.  CentOS 5.11 includes security updates and back ported fixes for all related packages used by the Multi-Port Monitor.  The CA 6300 ships with CentOS 5.11 by default, and the CA6000 can be updated through the normal upgrade process.


Where to Obtain CA Application Delivery Analysis r10.1 and Multi-port Monitor r10.1
Electronic Download
You can obtain the CA Application Delivery Analysis r10.1 and Multi-Port Monitor r10.1 and associated readmes from the Products section of the Application Delivery Analysis product support page
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