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The Infrastructure Management Business Unit is pleased to announce the General Availability (GA) of CA Network Flow Analysis R9.3.2. 
Please review this document for details of the issue, migration path, and installation steps.  If you have any questions regarding migration path or installation, please contact your local CA Support team.
New Features 
Updated Unified Infrastructure Management (UIM) Integration
NFA R9.3.2 provides additional capability when integrating with Unified Infrastructure Management R8.3.1.  The new capabilities include:
· Type of Service (ToS) data views in context for an interface inside of USM- The new ToS views are located on the “Advanced Tab” and include Stacked ToS trend In/Out and Top Host/Conversation per ToS.
· Support for Single Sign-on when drilling out from UIM to NFA -  Users will no longer be prompted for authentication when drilling out from UIM to NFA when both products are configured using the following configuration methods:
· LDAP
· SAML2
· Dual Provisioned User
· Support for UIM Multi-tenancy - NFA R9.3.2 is now compatible with UIM multi-tenancy for reporting and drill-out.
Key requirements of the integration are:
· UIM R8.3.1, including SNMP Collector 2.1+
· NFA R9.3.2
· NFA Inventory Probe 1.1.0
· NQ Services Probe 1.0 – Required for Multi-tenancy Only


Example View of NFA ToS data inside of UIM:
[image: ]

Upgrade from UIM Flow Analysis (Flow Collector Server)
NFA R9.3.2 now provides a supported migration path for existing UIM Flow Analysis users who want to leverage the additional capability that the full NFA solution provides.  Customers running the Flow Collector Server can upgrade directly to NFA R9.3.2.  **Customers running the Flow Analysis Solution must purchase the new upgrade SKU to be eligible for the full NFA solution.
Windows 2012 Support
NFA R9.3.2 now supports installs on Windows 2012 R2 (x64) Standard.  Upgrades of NFA R9.3.2 are supported on Windows 2008, however new installs are only supported on Windows 2012.  



Harvester Flow Statistics Reporting
The new Flow Statistics report (Administration, Administration: Health, Flow Statistics) displays a Flow Rate by Harvester graph and a Flow Statistics by Harvester table.  The harvester table exposes flow diagnostic information detailing any processing failures from the harvester perspective.
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Support for SAML2
NFA R9.3.2 now correctly supports SAML2 for Single Sign-on with CAPC and UIM.
Updated Documentation for Supported Flow Rates and System Specifications 
NFA R9.3.2 wiki documentation now provides recommendations for supported flow rates per harvester and detailed system recommendations for running the solution in an enterprise environment.
Updated Browser Compatibility
NFA R9.3.2 now supports Internet Explorer 11, and the latest version of Firefox.

Where to Obtain CA Network Flow Analysis R9.3.2
Electronic Download
You can obtain CA Network Flow Analysis R9.3.2 from the Products section of the CA Network Flow Analysis product support page.
UIM Customers (who license the integration or upgrade from Flow Analysis) can obtain CA Network Flow Analysis R9.3.2 from the Downloads page of http://support.nimsoft.com.
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