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The Infrastructure Management Business Unit is pleased to announce the General Availability (GA) of CA Network Flow Analysis R9.3.1. 
Please review this document for details of the issue, migration path, and installation steps.  If you have any questions regarding migration path or installation, please contact your local CA Support team.
New Features 
Unified Infrastructure Management (UIM) Integration
NFA R9.3.1 now supports a direct integration into UIM R8.2.  The UIM integration allows customers to view Netflow/IPFIX/Jflow/Sflow data in context with SNMP data for an interface inside of the Unified Management Portal (UMP).  The workflow also enables enterprise customers to drill from UIM to NFA for additional diagnostic detail, and back to UIM from within NFA.

Key requirements of the integration are:
· UIM R8.2, including SNMP Collector 2.1
· NFA R9.3.1
· NFA Inventory Probe: This new probe provides the following functions:
· Publishes NFA Inventory (Routers/Switches/Interfaces) to CA UIM
· Pulls SNMP credentials from CA UIM and pushes them down to NFA.
· Publishes information required by USM to display charts and drill out to NFA in context.
· Registers UMP as a Portal inside of NFA.















Example View of NFA data inside of UIM:
[image: ]

NFA no longer dependent on CAPC or NPC
To facilitate the UIM Integration, administrators may now create Users, Groups, Permissions, and SNMP Profiles inside of NFA.  If NFA is integrated with either CA Performance Center or CA NetQoS Performance Center, this capability will continue to work as in previous releases. 
Tenant Aware Reporting
NFA uses groups to support the concept of a tenant. The follow types of reports are now fully group/tenant aware:

· Custom Reports
· Analysis Reports
· Site to Site Reports


SNMP Profile Sync with CA UIM
CA Network Flow Analysis will synchronize SNMP profiles with UIM. This allows snmp polling of interface descriptions and speeds when routers are sending all supported types of flow data.
Migration to Java 7 
All Harvester Java services now run with Java 7. The embedded JRE is Java 7 update 76.
PaloAlto Firewall Support 
CA NFA now supports NetFlow v9 export from PaloAlto Firewalls.
Documentation moved to the CA Wiki
CA NFA documentation no longer resides in the bookshelf, all NFA related documentation has been moved over to the CA Wiki.  The CA Wiki is available at http://wiki.ca.com



Where to Obtain CA Network Flow Analysis R9.3.1
Electronic Download
You can obtain CA Network Flow Analysis R9.3.1 from the Products section of the CA Network Flow Analysis product support page.
UIM Customers (who license the integration) can obtain CA Network Flow Analysis R9.3.1 from the Downloads page of http://support.nimsoft.com.
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